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Abstract
Contemporary deterrence scholarship remains disproportionately focused on military instruments, often
neglecting the strategic utility of diplomacy, information, and economic statecraft. Our study addresses
this imbalance through a new methodology for analysing how authoritarian states respond to the range
of foreign policy tools: diplomatic, information, military, and economic (the DIME framework). Using a
state’s propaganda, official statements, and media (POSM) to capture target states’ reactions to adversar-
ial DIME actions, we offer an innovative analytical framework that enhances understanding of deterrence
dynamics beyond the military sphere. Within the framework, we use computational text analysis, statis-
tical analysis, and data visualisation to create a replicable process for analysing POSM big data. Applying
this methodology to a case study of China, we find that Beijing’s POSM-based responses to information
tools – such as public criticism of censorship and information control by NGOs – are more negative than
to diplomatic, military, or economic tools. Our methodology contributes to deterrence theory and pol-
icy through its insight into non-military effects and by offering a scalable process for empirical analysis
ripe for AI implementation. For policymakers, our process and findings hold implications for crafting
more effective and sustainable deterrence strategies in an increasingly complex international security
environment.
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Introduction
In the face of evolving threats and increasingly complex global dynamics, policymakers and
scholars alike are seeking more effective and nuanced understandings of how states respond to
the instruments of national power. Existing research has largely focused on the military dimen-
sion of deterrence; consequently, the roles of diplomacy, information, and economic statecraft in
deterrence and broader policy dynamics remain under-theorised.

We address this imbalance through a new methodology that measures a state’s public response
to these other instruments of national power. Our proposed methodology offers two main contri-
butions: 1. the ability to analyse the effects of non-military tools; 2. how these effects (if any) can
contribute to deterrence strategies.

© The Author(s), 2025. Published by Cambridge University Press on behalf of The British International Studies Association. This is an Open
Access article, distributed under the terms of the Creative Commons Attribution licence (http://creativecommons.org/licenses/by/4.0), which
permits unrestricted re-use, distribution and reproduction, provided the original article is properly cited.
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For our analyses we use DIME, a framework relatively well known across the scholarly and
policy-making communities.1 Per its initials, DIME disaggregates the tools of statecraft into four
distinct categories: diplomacy, information, military, and economic. We incorporate DIME into
our methodology because of its portability across the scholarly and policy communities and,
as yet underutilised, utility for assessing the non-military tools of statecraft. By exploring the
conditions under which different tools are most/least likely to be (in)effective, our methodol-
ogy provides a more nuanced understanding of the ability of DIME tools to achieve deter-
rence outcomes, contributing to the development of more effective and sustainable deterrence
strategies.

We assess the impacts of DIME tools by measuring how states react in their propaganda,
official statements, and media (we term these POSM), to a range of adversary state actions.
Typically, a target state B would rely on its own diplomatic, information, military, and/or eco-
nomic instruments to respond to adversary state A’s use of a DIME tool against B. For instance, B
can respond to an economic sanction from A by using a combination of diplomatic, information,
military, and/or economic tools of its own. We assess B’s reaction through its information (POSM)
instrument, reflecting Schelling’s conjecture that states can ‘create a bargaining position by public
statements, statements that are calculated to arouse a public opinion that permits no concessions
to be made’.2 Importantly, the degree of factual, propagandistic, or dis/misinformation included in
such statements is of less concern because their public nature signals threat(s), promise(s), and
commitment. The data used in our methodology allows our focus on DIME to capture deter-
rence activities across domains and POSM to capture (information) reactions from the target
state.

We test our methodology using a case study of the Chinese government’s POSM reactions to
United States (US), select non-governmental organisations (NGOs), and United Nations (UN)
DIME tools. The case study includes two elements: an overview highlighting key findings across
DIME tools and a statistical analysis testing our initial findings from April 2009 to December
2022.

Among our key findings is that Beijing’s POSM (information) response is more sensitive to
information tools like naming and shaming – criticisms of its human rights and press free-
dom policies – than to military exercises. This includes iterations of Taiwanese exercises that
involve the US military, a surprising finding with clear relevance for policymakers and scholars;
we further explore this finding, including possible explanations, in our discussion at the paper’s
close. This sensitivity to information activities, even compared to military exercises by potential
adversaries, demonstrates the importance of new methodologies for deciphering the effects of
non-military policy tools. We explore our methodology, case study, and findings below, before
concluding with a discussion of how our work contributes more broadly to deterrence theory and
practice.

1Robert Kozloski, ‘The information domain as an element of national power’, Strategic Insights, 8:1 (2009), pp. 1–9;
Stephen M. Shellman, Brian Levey, and Hans H. Leonard, ‘Countering the adversary: Effective policies or a DIME a dozen’,
Williamsburg (VA): The College of William and Mary, HSCB FOCUS 2011 Conference, 2011; U.S. Joint Chiefs of Staff, ‘Joint
Doctrine Note’ (2018), pp. 1–18; Agnes B. Majani, ‘Applying diplomatic, information, military and economic instruments of
national power to finding a solution to the Tanzania–Malawi border dispute’, master’s thesis, US Army Command and General
Staff College (2019), available at: {https://www.academia.edu/88323077/Applying_Diplomatic_Information_Military_and_
Economic_Instruments_of_National_Power_to_Finding_a_Solution_to_the_Tanzania_Malawi_Border_Dispute}, accessed
17 October 2025; Harrison (Brandon) Morgan, ‘Dropping DIMEs: Leveraging All Elements of National Power on
the Multi-Domain Battlefield’, Modern War Institute at West Point (18 September 2019), available at: {https://
mwi.westpoint.edu/dropping-dimes-leveraging-elements-national-power-multi-domain-battlefield/}, accessed 17 October
2025.

2Thomas C. Schelling, ‘An essay on bargaining’,The American Economic Review, 46:3 (1956), pp. 281–306 (p. 287); Thomas
C. Schelling, The Strategy of Conflict (Harvard University Press, 1960).
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Deterrence
Four generations of deterrence theory
Deterrence theory has advanced considerably since its initial focus on nuclear threats dur-
ing the Cold War.3 As the threat environment evolved, so too did deterrence scholarship.4
Nuclear deterrence remained the conceptual bedrock in the second generation,5 but the analytical
approaches increasingly relied on formal modelling and game theory to account for the influence
of credibility, commitment, and communication on deterrence strategies, outcomes, and poten-
tial failures. The third generation remained focused on nuclear threats but expanded theorising
to account for a state’s objectives and political and socio-demographic factors6 and emphasised
empirical evaluation of testable hypotheses.7 The end of the Cold War forced a recalibration of the
threat environment and led to a fourth generation of deterrence theory focused on emergent threats
and adversaries, including aggressive behaviour, short of nuclear capabilities, by ‘rogue states’ and
violent non-state actors8 and how a wider array of foreign policy and force projection tools, like
information operations, could be deployed against them.

More recent developments in fourth generation deterrence theory address hybrid interference,9
which includes authoritarian regimes’ deployment of non-military practices designed ‘to penetrate
democratic society’ and manipulate ‘other states’ strategic interests’.10 While the fourth generation
incorporates information tools, often placing them in a central position for power projection and
influence,11 we continue to lack a sufficient understanding of how targeted countries react to these
non-military deterrence tools.

Before proceeding to our proposed methodology and applying it to a case study of China, we
first offer a brief overview of how China conceptualises deterrence, including differences with tra-
ditional, often Western, nuclear-focused concepts. Then we proceed to examine how US views
have evolved, landing on the new US government strategic concept of integrated deterrence. This
is important because ‘Chinese decision-makers assess successful deterrence differently from their
American counterparts. […] For Chinese decision-makers, successful deterrence is ultimately a

3Henry Kissinger, Nuclear Weapons and Foreign Policy (Harper, 1957); Schelling, The Strategy of Conflict; Thomas C.
Shelling, Arms and Influence (Yale University Press, 1966); Jeffrey W. Knopf, ‘The fourth wave in deterrence research’,
Contemporary Security Policy, 31:1 (2010), pp. 1–33; Stephen L.Quackenbush, ‘Deterrence theory:Where dowe stand?’,Review
of International Studies, 37:2 (2011), pp. 741–62; Keith B. Payne, The Fallacies of Cold War Deterrence and a New Direction
(University Press of Kentucky, 2021).

4Amir Lupovici, ‘The emerging fourth wave of deterrence theory – Toward a new research agenda’, International
Studies Quarterly, 54:3 (2010), pp. 705–32; Knopf, ‘The fourth wave’; Jonathan Kent, Kelsey P. Norman, and Katherine H.
Tennis, ‘Changing motivations or capabilities? Migration deterrence in the global context’, International Studies Review,
22:4 (2020), pp. 853–78; Alex S. Wilner, ‘US cyber deterrence: Practice guiding theory’, Journal of Strategic Studies, 43:2
(2020), pp. 245–80.

5Robert Jervis, ‘Deterrence theory revisited’,World Politics, 31 (1979), pp. 289–324; Robert Jervis,TheMeaning of theNuclear
Revolution: Statecraft and the Prospect of Armageddon (Cornell University Press, 1989).

6Jervis, ‘Deterrence’; Robert Jervis, Richard Ned Lebow, and Janice Gross Stein, Psychology and Deterrence (Johns Hopkins
University Press, 1989).

7Paul C. Stern, Robert Axelrod, Robert Jervis, and Roy Radner, Perspectives on Deterrence (Oxford University Press, 1989);
RichardNedLebow and JaniceGross Stein, ‘Deterrence:The elusive dependent variable’,World Politics, 42:3 (1990), pp. 336–69;
Curtis S. Signorino andAhmerTarar, ‘A unified theory and test of extended immediate deterrence’,American Journal of Political
Science, 50:3 (2006), pp. 586–605.

8James Lebovic, Deterring International Terrorism and Rogue States: US National Security Policy after 9/11 (Routledge,
2006); Boaz Atzili and Wendy Pearlman, ‘Triadic deterrence: Coercing strength, beaten by weakness’, Security Studies, 21:2
(2012), pp. 301–35; Alex S. Wilner, Deterring Rational Fanatics (University of Pennsylvania Press, 2015).

9Mikael Wigell, ‘Hybrid interference as a wedge strategy: A theory of external interference in liberal democracy’,
International Affairs, 95:2 (2019), pp. 255–75; Mikael Wigell, ‘Democratic deterrence: How to dissuade hybrid interference’,
TheWashington Quarterly, 44:1 (2021), pp. 49–67 (p. 51); Nicole J. Jackson, ‘Deterrence, resilience and hybrid wars: The case
of Canada and NATO’, Journal of Military and Strategic Studies, 19:4 (2019), pp. 104–25.

10Wigell, ‘Hybrid’, pp. 268, 262.
11Lupovici, ‘The emerging fourth wave’; Knopf, ‘The fourth wave’; Kent et al., ‘Changing motivations’; Wilner, ‘US cyber

deterrence’.
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form of political activity and psychological warfare, whereby an adversary is constrained in their
actions, allowing China to achieve its goals.’12 We then describe the POSM dataset. Finally, we
conduct a China case study demonstrating the methodology’s applicability and added value for
analysing effects across the spectrum of conflict, under differing deterrence concepts, and across a
range of DIME tools.

Chinese deterrence
TheChinese approach to deterrence is more in line with coercion.13 ‘The Chinese term that is most
often equated with deterrence is weishe (威慑). […] But the attendant meanings and implications
underlying the term are very different. For the Chinese, the term weishe embodies both dissuasion
and compellence.’14 Note the dissimilarity belowwith Schelling’s emphasis on distinguishing deter-
rence from compellence. Discussions of deterrence in Chinese policy and military circles include
the use of conventional and space force and coercion, DIME tools, mobilisation activities and plan-
ning, political influence, and scientific and technological tools to exert national power, influence,
and preferences.15 ‘The act of deterrence is to help achieve a particular goal; deterrence is not the
goal itself.’16

It is important to note the expansiveness of China’s deterrence concepts in terms of the instru-
ments of state power, including DIME tools, and the emphasis on information deterrence. Per
Chinese analysts, ‘we now live in the Information Age, with information being the primary cur-
rency of international power […] The growing role of information and associated technologies
has led to “information deterrence” becoming a new aspect of weishe […] information itself has
become an instrument of conflict, with the ability to establish “information dominance” a central
focus in future wars.’17

Under information deterrence, as in deterrence’s other forms, a state requires both offensive and
defensive capabilities. In China’s view, the ability to conduct offensive information operations is the
most importantmeans for information deterrence, but the ‘demonstrated ability to defend and safe-
guard one’s information resources and systems’ is also vital to deter an adversary.18 If an adversary
is unable to withstand China’s offensive information operations, then China has achieved infor-
mation dominance and can deploy ‘information deterrence’. The centrality of information means
this dominance will affect other domains, constraining an adversary across multiple domains of
conflict and furthering China’s ability to achieve overall deterrence or compellence.19

Chinese deterrence concepts clearly include what are traditionally viewed as non-military tools.
This conceptualisation goes well beyond the nuclear-focused approach that was at the centre of
the first three generations of deterrence theory and appears well aligned to the fourth generation

12Dean Cheng, ‘An overview of Chinese thinking about deterrence’, in Frans Osinga and Tim Sweijs (eds), NL ARMS
Netherlands Annual Review of Military Studies (T.M.C. Asser Press, 2021), pp. 177–200 (p. 179).

13Cheng, ‘An overview’.
14Cheng, ‘An overview’, p. 178; Michael Clarke, ‘Understanding China’s approach to deterrence’, The Diplomat (9 January

2024), available at: {https://thediplomat.com/2024/01/understanding-chinas-approach-to-deterrence/}, accessed 17 October
2025.

15Michael S. Chase and Arthur Chan, ‘China’s evolving approach to “integrated strategic deterrence”’, RAND Corporation
(2016), available at:{https://www.rand.org/pubs/research_reports/RR1366.html}, accessed 17 October 2025; Cheng, ‘An
overview’; Nathan Beauchamp-Mustafaga, Derek Grossman, Kristen Gunness, Michael S. Chase, Marigold Black, and Natalia
D. Simmons-Thomas, ‘Deciphering Chinese deterrence signalling in the new era, RAND Corporation (2021), available at:
{https://www.rand.org/pubs/research_reports/RRA1074-1.html}, accessed 17 October 2025.

16Cheng, ‘An overview’, p. 180, emphasis in original.
17Cheng, ‘An overview’, p. 188; Chase and Chan, ‘China’s evolving approach’.
18Cheng, ‘An overview’, p. 190.
19Cheng, ‘An overview’; U.S.Department ofDefense, ‘Military and SecurityDevelopments Involving the People’s Republic of

China’ (2023), available at: {https://media.defense.gov/2023/Oct/19/2003323409/-1/-1/1/2023-MILITARY-AND-SECURITY-
DEVELOPMENTS-INVOLVING-THE-PEOPLES-REPUBLIC-OF-CHINA.PDF}, accessed 17 October 2025.
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discussed above. Interestingly, China’s explicit cross-domain approach and use of information
appears to be affecting US deterrence concepts, which we turn to now.

US deterrence
US deterrence concepts have evolved from traditional practices of ‘deterrence by punishment’ and
‘deterrence by denial’20 to newer practices of ‘extended deterrence’,21 ‘deterrence by resilience’,22
‘deterrence management’,23 and ‘integrated deterrence’.24

During the Cold War, the American approach largely focused on preventing a nuclear war25
and deterring by ‘turn[ing] aside or discourage[ing] through fear; hence, to prevent from action
by fear of consequence’.26 Deterrence and compellence were seen as different methods (and objec-
tives) because deterrence relied on creating a menu of suboptimal choices for an adversary rather
than forcing one specific behaviour. Deterrence is ‘setting the stage – by announcement, by rigging
the trip-wire, by incurring the obligation – and waiting [… it is] nonintrusive, nonhostile, non-
provocative’.27 It is indefinite in its timing – the threatened act to deter the adversary lies in wait for
the initiating action from the adversary, ‘we can wait – preferably forever; that’s our purpose’.28

Mearsheimer shifted the discussion by explicitly focusing on conventional deterrence rather
than nuclear deterrence and defined deterrence in its broadest sense as ‘persuading an opponent
not to initiate a specific action because the perceived benefits do not justify the estimated costs and
risks’.29 He added a reminder that leaders need to consider non-military deterrence tools and how
adversaries and allies may react but omitted these tools from his conceptualisation of deterrence
because it becomes too difficult to account for so many possibilities and choices in developing a
coherent theory of deterrence.30

Recent strategic documents released by the United States appear to signal a broadening of the
American approach and an effort to incorporate non-military tools. The 2022 National Security
Strategy (NSS) devotes a full page to a new concept called ‘integrated deterrence’, which is defined
as ‘the seamless combination of capabilities to convince potential adversaries that the costs of their
hostile activities outweigh their benefits’.31 Note the close similarity of the NSS’s cost versus benefit
description with Mearsheimer’s views on conventional deterrence, but a clear difference emerges:
the specific inclusion of non-military approaches.

20Glenn H. Snyder, Deterrence and Defense (Princeton University Press, 1961); James Pamment and Henrik Agardh-
Twetman, ‘Can there be a deterrence strategy for influence operations?’ Journal of InformationWarfare, 18:3 (2019), pp. 123–35;
Luis Simón, ‘Between punishment and denial: Uncertainty, flexibility, and US military strategy toward China’, Contemporary
Security Policy, 41:3 (2020), pp. 361–84; Alex S. Wilner and Andreas Wenger, ‘Introduction: Deterrence by denial’, in Alex S.
Wilner and Andreas Wenger (eds), Deterrence by Denial: Theory and Practice (Cambria Press, 2021).

21David M. Allison, Stephen Herzog, and Jiyoung Ko, ‘Under the umbrella: Nuclear crises, extended deterrence, and public
opinion’, Journal of Conflict Resolution, 66:10 (2022), pp. 1766–96.

22Jackson, ‘Deterrence’.
23Van Jackson, ‘Beyond tailoring: North Korea and the promise of managed deterrence’, Contemporary Security Policy, 33:2

(2012), pp. 289–310.
24Joseph Biden, ‘National Security Strategy of the United States of America’, White House (2022), available at: {https://

bidenwhitehouse.archives.gov/wp-content/uploads/2022/10/Biden-Harris-Administrations-National-Security-Strategy-10.
2022.pdf}, accessed 17 October 2025; U.S. Department of Defense, ‘National Defense Strategy (NDS)’ (2022), available at:
{https://apps.dtic.mil/sti/trecms/pdf/AD1183539.pdf}, accessed 17 October 2025.

25Robert Powell, Nuclear Deterrence Theory: The Search for Credibility (Cambridge University Press, 2008); Payne, The
Fallacies.

26Schelling, Arms and Influence, p. 71.
27Schelling, Arms and Influence, pp. 71–2, emphasis in original.
28Schelling, Arms and Influence, p. 72.
29John J. Mearsheimer, Conventional Deterrence (Cornell University Press, 1983), p. 14.
30Mearsheimer, Conventional.
31Biden, ‘National Security Strategy’, p. 22.

ht
tp

s:
//

do
i.o

rg
/1

0.
10

17
/e

is
.2

02
5.

10
02

1 
Pu

bl
is

he
d 

on
lin

e 
by

 C
am

br
id

ge
 U

ni
ve

rs
ity

 P
re

ss

https://bidenwhitehouse.archives.gov/wp-content/uploads/2022/10/Biden-Harris-Administrations-National-Security-Strategy-10.2022.pdf
https://bidenwhitehouse.archives.gov/wp-content/uploads/2022/10/Biden-Harris-Administrations-National-Security-Strategy-10.2022.pdf
https://bidenwhitehouse.archives.gov/wp-content/uploads/2022/10/Biden-Harris-Administrations-National-Security-Strategy-10.2022.pdf
https://apps.dtic.mil/sti/trecms/pdf/AD1183539.pdf
https://doi.org/10.1017/eis.2025.10021


6 Scott Fisher et al.

The NSS portrays military and non-military approaches, labelled combinations of capabilities,
as entailing five integrations: 1. across regions, 2. US government entities, 3. the spectrum of con-
flict, 4. domains (including the land, air, maritime, cyber, and space domains, plus the economic,
technological, and information domains), and 5. with allies and partners.32 The explicit mention
of multiple non-military domains and a spectrum of conflict that goes beyond nuclear and con-
ventional war to include tensions ‘below the threshold of armed conflict’ highlight a broadening of
US deterrence concepts.33

Integrated deterrence builds from the 2022USNational Defense Strategy (NDS), which devotes
an entire chapter to the idea.34 Both of these documents appear (a lack of citations in the NSS and
NDS canmake it difficult to establish provenance) to have grown from theDepartment of Defense’s
process of creating a Joint Concept for Competing, which makes explicit the need for the United
States to engage in cross-domain competitionwith adversaries at a level below armed conflict.35 The
NDS acknowledges different deterrence approaches – ‘our competitors, particularly the PRC, are
pursuing holistic strategies that employ varied forms of coercion,malign behaviors, and aggression
to achieve their objectives and weaken the foundations of a stable and open international sys-
tem’36 – and introduces tailored deterrence approaches to respond to these ‘varied forms’. Deterring
adversaries’ use of nuclear weapons (labelled Deterring Strategic Attacks) becomes just one of sev-
eral approaches; other challenges meriting a tailored approach include: deterring attacks against
the homeland and attacks from China, Russia, North Korea, and Iran – each country receives a
uniquely tailored deterrence approach.

Self-described as an ‘intellectual paradigm shift’, the new concept is meant to help the United
States improve its ability to engage in strategic competition, defined as ‘a persistent and long-term
struggle that occurs between two or more adversaries seeking to pursue incompatible interests
without necessarily engaging in armed conflict with each other’.37 By adding the new concept, the
United States appears to acknowledge it requires a better answer to the question of what to dowhen
an adversary initiates harmful actions, including those of a non-military nature, at thresholds below
what would meet traditional criteria of jus ad bellum.

This cross-domain broadening of US deterrence concepts has long been incubating in
practitioner and academic communities. But just as it took nuclear weapons to give rise
to deterrence theory out of age-old deterrence concepts, it appears to have taken the evolv-
ing threat landscape and socio-technical innovations of the twenty-first century for the
United States to crystallise deterrence concepts that include non-military tools and empha-
sise the need to deter strategic competitors at levels below armed conflict38 and in grey-zone
conflicts.39

32Biden, ‘National Security Strategy’.
33Biden, ‘National Security Strategy’, p. 22. US strategic (and other) documents often mention a spectrum of conflict, but

the range and nature of the spectrum is typically left undefined; Frank G. Hoffman, ‘Examining complex forms of conflict:
Gray zone and hybrid challenges’, PRISM, National Defense University, 7:4 (2018), pp. 30–47; U.S. Department of Defense,
‘DoD Dictionary of Military and Associated Terms’ (2024). Activities often discussed as part of the spectrum include war,
competition, deterrence, hybridwar/conflict, and grey-zone conflict/activities/operations, among other concepts. Of relevance
here is the specific inclusion of concepts below the threshold of armed conflict and beyond the binaries of prevention or no
prevention.

34U.S. Department of Defense, ‘National Defense Strategy’, pp. 8–11.
35U.S. Joint Chiefs of Staff, ‘Joint Concept for Competing’ (2023), available at: {https://s3.documentcloud.org/documents/

23698400/20230213-joint-concept-for-competing-signed.pdf}, accessed 17 October 2025.
36U.S. Department of Defense, ‘National Defense Strategy’, p. 16.
37U.S. Joint Chiefs of Staff, ‘Joint Concept’, pp. iii, 1, 67.
38Jon R. Lindsay and Erik Gartzke, ‘Introduction: Cross-domain deterrence, from practice to theory’, in Jon R. Linday and

Erik Gartzke (eds), Cross-Domain Deterrence: Strategy in an Era of Complexity (Oxford University Press, 2019), pp. 1–24;
Gannon J. Andres, Erik Gartzke, Jon R. Lindsay, and Peter Schram, ‘The shadow of deterrence: Why capable actors engage in
contests short of war’, Journal of Conflict Resolution, 68:2–3 (2024), pp. 230–68.

39James R. Holmes and Toshi Yoshihara, ‘Deterring China in the “gray zone”: Lessons of the South China Sea for U.S.
alliances’, Orbis, 61:3 (2017), pp. 322–39; Jahara W. Matisek, ‘Shades of gray deterrence: Issues of fighting in the gray zone’,
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Deterrence, POSM, and DIME
As shown throughout this section, China, the United States, and presumably other countries now
conceive of deterrence in broad terms, to include the use of military and non-military tools at
levels below armed conflict. While this conceptual broadening fits the fourth wave of deterrence
theory, the empirical investigation of the impacts of cross-domain deterrence on targeted states
can be challenging – scholars must now determine how to measure the impacts of this broader
range of tools.

To address these challenges, we make two arguments. First, the concept of ‘integrated deter-
rence’40 suggests that the United States (and other powers) may draw on tools from multiple
(military and non-military) domains to deter their adversaries. We believe that the DIME frame-
work can guide researchers in measuring these cross-domain deterrence activities. Second, the
concept of ‘information deterrence’41 suggests that China (and possibly other powers) places great
emphasis on information as a tool that can be used to either deter or respond to deterrence activ-
ities from adversaries. To capture states’ offensive and defensive use of information, we argue that
the POSM framework can be of great value to researchers. In the remainder of the paper, we empir-
ically apply the POSM and DIME frameworks to investigate China’s use of information in reaction
to cross-domain deterrence activities.

The central goal of this study is to assess how a deterring state’s cross-domain activities affect
a target state’s information response. This provides an opportunity to investigate and test fourth
generation deterrence theory that highlights information as a tool used by states for deterrence
and counter-deterrence purposes.

A methodology for measuring state reactions through public statements
The goal of this study is to assess how states respond when targeted by an adversary state’s cross-
domain activities. To accomplish this, our proposed methodology relies on the POSM framework
to capture target states’ responses and the DIME framework to capture cross-domain activities.
The methodology is tested using a China case study and can be replicated for other countries. The
methodology includes:

1. A framework for capturing various instruments of national power (DIME);
2. A framework for capturing states’ use of information (POSM) in response to an adversary’s

statecraft;
3. Country-level data with which to conduct our analysis (we use state media and foreign

ministry data);
4. Amethod for analysing the data (we use text and sentiment analysis along with the statistical

analysis described below).

If effective, our methodology identifies:

1. A country’s baseline sentiment;
2. POSMreactions to the use of instruments of national power, including statistically significant

variations from the baseline.
Journal of Strategic Security, 10:3 (2017), pp. 1–26; Stacie L. Pettyjohn and Becca Wasser, ‘Competing in the gray zone: Russian
tactics andwestern responses’, RANDCorporation (2019), available at: {https://www.rand.org/pubs/research_reports/RR2791.
html}, accessed 17 October 2025; Kathleen H. Hicks, Alice Hunt Friend, Joseph Federici, Hijab Shah, Megan Donahoe,
Matthew Conklin, Asya Akca, Michael Matlaga, and Lindsey Sheppard, ‘By other means part I: Campaigning in the gray
zone’, Center for Strategic & International Studies (July 2019), available at: {https://csis-website-prod.s3.amazonaws.com/s3fs-
public/publication/Hicks_GrayZone_interior_v4_FULL_WEB.pdf}, accessed 17 October 2025; Muhammad W. Haider, Tahir
M. Azad, and Riaz Ahmad, ‘A critical analysis of strategies to counter hybrid warfare: Way forward for Pakistan’, Asian Journal
of International Peace & Security, 4:2 (2020), pp. 295–310.

40Biden, ‘National Security Strategy’; U.S. Department of Defense, ‘National Defense Strategy’.
41Chase and Chan, ‘China’s evolving approach’; Cheng, ‘An overview’.
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Measuring DIME
States may initiate deterrence activities against an adversary by drawing on a variety of instru-
ments of national power. The DIME framework captures the four most critical cross-domain
instruments – diplomatic, information, military, and economic – available to states to accomplish
their strategic goals.42 Governments can use the four elements independently or in combination.
Measuring DIME deterrence activities, instruments of national power, or tools of statecraft is chal-
lenging because there is no set standard for what activities represent which DIME tools. We use
the following conceptualisations:

Diplomatic. During the period surveyed, there are four primary diplomatic themes targeting
China – human rights abuses, South China Sea activities, foreign aid, and the Covid-19 outbreak.
Previous research shows autocrats are sensitive to naming and shaming campaigns and human
rights abuse allegations.43 One of the key events was the United Nations (UN) Human Rights
Special Rapporteur’s report on Xinjiang.

Information.This proved themost difficult for selecting representative activities. Authoritarian
states regularly react strongly to press and internet freedom reports from the NGOs Freedom
House, Reporters Without Borders, and Human Rights Watch.44 But such reports are not strictly
or necessarily government supported or reflective of state agendas.While the US State Department
produces annual Country Reports on Human Rights Practices,45 the mix of diplomatic and infor-
mation tools inherent to State Department reports reduces their clarity (and thus their usefulness)
in terms of our research.46

While governments have public broadcasting information tools like Voice of America (VOA)
and Radio Free Asia (RFA), these prove less utile for our methodology because they also risk mix-
ing diplomatic and information tools. Targeted publics are also aware of the potential propaganda
objectives, which reduces the potential for deterrence objectives, and the targeted states can inten-
tionally boost reports that are critical or negative of the broadcasting state (e.g., the United States).
For example, Chinese outlets typically mention VOA or RFA when they provide positive cover-
age of China or negative coverage of an issue in the United States that China wishes to highlight
(racism, Covid deaths, crime, etc.). Neither condition provides much insight into the outlets’ value
as a tool of statecraft. When Chinese outlets respond to VOA or RFA criticisms of China, includ-
ing of censorship and information controls, the counter-narratives frequently reflect a range of
factors (censorship, sanctions, comments perceived as racist or anti-China by business or polit-
ical leaders, etc.). These muddy waters make it difficult to discern whether any negativity is in
response to VOA/RFA, specific criticisms of China’s information controls, or a combination of
these and other activities. Further, the recent decision by theTrump administration to shuttermany
of America’s information capabilities (including the VOA and RFA), a decision widely praised in

42For examples of previous research using DIME, see Kozloski, ‘The information’; Shellman et al., ‘Countering’; Majani,
‘Applying’; Morgan, ‘Dropping’; or authors’ previous work: Scott Fisher, Graig R. Klein, and Juste Codjo, ‘FOCUSdata:
Foreign policy through language & sentiment’, Foreign Policy Analysis, 18:2 (2022), orac002; Scott Fisher, Graig R. Klein, Juste
Codjo, and Juris Pupcenoks, ‘Answering authoritarian state asymmetric challenges: Tools for deterring hybrid threats and
non-military coercion from China and Russia’, Journal of Indo-Pacific Affairs, July-August (2024), pp. 53–77.

43Colin M. Barry, K. Chad Clay, and Michael E. Flynn, ‘Avoiding the spotlight: Human rights shaming and foreign direct
investment’, International Studies Quarterly, 57:3 (2013), pp. 532–44; Amanda Murdie and Dursun Peksen, ‘The impact of
human rights INGO shaming on sanctions’,The Review of International Organizations, 8:1 (2014), pp. 33–53; Byungwon Woo
andAmandaMurdie, ‘International organizations and naming and shaming:Does the InternationalMonetary Fund care about
the human rights reputation of its client?’, Political Studies, 65:4 (2017), pp. 767–85.

44Fisher et al., ‘Answering’; Fisher et al. ‘FOCUSdata’; Scott Fisher, ‘Testing the importance of information control to
Pyongyang: How North Korea reacts to the diplomatic, information, military and economic tools of statecraft’, International
Journal of Korean Unification Studies, 27:2 (2018), pp. 67–111.

45The reports ‘cover internationally recognized individual, civil, political, and worker rights, as set forth in the Universal
Declaration of Human Rights and other international agreements’. U.S. State Department Bureau of Democracy, Human
Rights, and Labor, Country Reports on Human Rights Practices, available at: {https://www.state.gov/reports-bureau-of-
democracy-human-rights-and-labor/country-reports-on-human-rights-practices/}, accessed 31 July 2025.

46China’s response to criticism in these reports is similar to those from the NGOs.
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Beijing, Moscow, and elsewhere, adds to the challenges in selecting government activities specific
to the information domain.47

For the sake of clarity, we focus on Beijing’s reactions to NGO reporting as a proxy for infor-
mation activities targeting China.48 Governments wishing to avail themselves of information’s
capabilities may wish to study the processes and output of the various NGOs.

Military. Despite China not being at war during the period surveyed, there was an increasing
emphasis on great power competition and continued US military exercises in the region. The mil-
itary exercises, often bi- and multi-lateral and including sea, air, and land activities, definitively
have deterrence objectives (among other goals). Military exercises are the primary measurement
for this category, but arms sales,military aid, and new security pacts likeAUKUS (Australia, United
Kingdom, United States) provide additional context.

Economic. This is also relatively straightforward, with economic sanctions as our primary
measures. Economic tools can be short of sanctions and focus on securitising against threats from
foreign companies, like the 2024 discussions in the United States about TikTok or previous dis-
cussions (available during our time period) about Huawei (a Chinese information and technology
company).

Measuring POSM reactions
Assessing the success/failure of deterrence requires leaders to include the reactions of adversaries.49
When targeted by activities from an adversary, a state may react in a variety of ways, including
through military and/or non-military responses. In this study, we focus on the use of informa-
tion as one of many possible responses; we leave it to other studies to examine states’ military
and other non-military (e.g., economic) responses.50 Bargaining positions are created by public
statements51 – and this research analyses such statements in response to an adversary’s military
exercises, economic sanctions, and other DIME activities.

To capture states’ use of information in response to deterrence activities, we examine states’
records of propaganda, official statements, and public news media (POSM). POSM data can be
obtained from official government websites and publications by state media outlets. For our case
study, we use foreign ministry articles/statements from the Chinese Ministry of Foreign Affairs
(MOFA), and news articles from two statemedia outlets:Global Times andPeople’s Daily.52 Thedata
are from the authors’ FOCUSdata Project,53 which contains all English-language articles available
from the three sources at the time of data collection. FOCUSdata uses English-language articles

47Pyotr Kozlov, “‘Today we celebrate”: Kremlin and Russian propaganda rejoice as Trump guts RFE/RL, VOA’, The
Moscow Times (18 March 2025), available at: {https://www.themoscowtimes.com/2025/03/18/today-we-celebrate-kremlin-
and-russian-propaganda-rejoice-as-trump-guts-rferl-voa-a88393}, accessed 31 July 2025; Kelly Ng, “‘Discarded like a dirty
rag”: Chinese state media hails Trump’s cuts to Voice of America’, BBC (18 March 2025), available at: {https://www.bbc.com/
news/articles/cvgwzmj9v34o}, accessed 31 May 2025; Bochen Han, ‘China’sGlobal Times praises Trump funding cuts to Voice
of America, Radio Free Asia’, South China Morning Post (18 March 2025), available at: {https://www.scmp.com/news/china/
article/3302756/chinas-global-times-praises-trump-funding-cuts-voice-america-radio-free-asia}, accessed 31 May 2025; The
Economist, ‘Donald Trump shoots his own global mouthpiece’ (19 March 2025), available at: {https://www.economist.com/
international/2025/03/19/donald-trump-shoots-his-own-global-mouthpiece}, accessed 3 May 2025.

48We investigatedUS government information tools like theVOA, RFA, and theUS StateDepartment’s annual human rights
reports, all of which produced negative reactions from China.

49Mearsheimer, Conventional Deterrence.
50Measuring other responses is outside the scope of this paper. For interesting analyses of military responses to DIME

activities using a North Korea context, we point readers to the Center for Strategic and International Studies’ Beyond Parallel
project: https://beyondparallel.csis.org/. Also see Fisher, ‘Testing the importance of information control to Pyongyang’.

51Schelling, ‘An essay’.
52Data were originally collected under a grant from the (US) Office of the Director of National Intelligence (ODNI).
53Scott Fisher and Graig R. Klein, ‘China’s Global Times, China’s People’s Daily, and China’s Ministry of Foreign Affairs

(v1)’, FOCUSdata Project, available at: {https://dataverse.harvard.edu/dataverse/focusdataproject}, accessed 17 October 2025;
Fisher et al., ‘FOCUSdata’.
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Table 1 DIME search terms.

DIME Tools Search Terms

Diplomatic 1. UN Human Rights Special Rapporteur

2. UN Human Rights

3. Uyghur Human Rights Policy

4. South China Sea

5. Covid Investigation55

6. Foreign Aid

Information 1. Freedom House

2. Reporters Without Borders

3. Human Rights Watch

4. Propaganda

Military10 1. Ulchi

2. RIMPAC

3. Keen Sword

4. Han Kuang

5. Balikatan

6. AUKUS

7. Arms Sales

8. Military Aid

Economic 1. Sanctions

2. Huawei

because English is the international language of diplomacy, public information, and signalling.54
Our data was collected in early 2023 and encompasses the following:

1. MOFA data consists of 2,607 articles/statements published on the ministry’s website from 15
November 2000 to 31 December 2022.

2. Global Times data consists of 677,532 articles published from 9 April 2009 to 31 December
2022.

3. People’s Daily data includes 544,940 articles published from 12 May 2007 to 31 December
2022.

We rely on computational text analysis and the search terms in Table 1 to identify relevant articles
in the three datasets and then apply sentiment analysis to quantify Chinese POSM and anal-
yse Beijing’s reactions to DIME tools. The results provide insight into how states perceive and

54We recognise that public information provided by states is inherently noisy and potentially propaganda, but by choosing
what (or what not) to publish and translate into English, governments are strategically sending signals about their intentions
and preferences among the noise (Fisher et al., ‘FOCUSdata’). We welcome others to use our methodology to analyse Spanish,
Chinese, French, and other datasets, though note that computational text analysis tools for other languages may be less
developed than for English.

55Wespecified the termCovid Investigation to exclude the thousands of articles discussing the virus andpandemic in general.
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Figure 1. MOFA baseline sentiment using AFINN.

respond to deterrent signals – especially in environments where strategic messaging is tightly con-
trolled. Our POSM analysis provides a conceptual approach that allows assessing state behaviour
in response to external pressure.

Method
We use a replicable five-step mixed methods approach to analyse our data:

Step 1: We begin by analysing each dataset using sentiment analysis (at the document level),
a ‘computational treatment of opinion, sentiment, and subjectivity in text’.56 Applying sentiment
analysis to government reports and state media articles, or a government’s every mention of a
subject, allows quantification of official state opinion.57 This is a critical tool for studying public
information, rhetoric, and polarity but is underutilised in international relations. The quantifica-
tion can turn text data into a Likert-scale positive–neutral–negative numerical range. There are
dozens (if not hundreds) of sentiment analysis tools, including those from Amazon, Google, IBM,
and Microsoft, dozens of mid-tier and smaller companies, and the many open-source tools that
pioneered quantitative sentiment analysis. For our research we used two of the open-source tools:
AFINN58 and Bing.59 To avoid possible confusion, it is important to note that the open-source
Bing sentiment analysis tool is unrelated to the Microsoft search engine of the same name. All
sentiment analysis was conducted in R using R Studio; all articles were analysed by both tools.
While the ranges of the output varied between the tools, the results are generally consistent, as
explained in greater detail in the case study. Step 1 produces a baseline sentiment score per data
source (see Figures 1–6).

Step 2: We focus the sentiment analysis on reactions when targeted with specific DIME tools,
which requires specific activities to analyse within each category (see Measuring DIME section
above and Step 5, below). We welcome other researchers to test our methodology with additional
activities and/or categories, using our data or their own. Table 1 showed our selected search terms.60

56Bo Pang and Lillian Lee, ‘Opinion mining and sentiment analysis’, Foundations and Trends in Information Retrieval, 2:1–2
(2008), pp. 1–135 (p. 6). For an overview of computational text analysis, see ‘Tips for Computational Text Analysis’, UC
Berkley Social Science Matrix (26 January 2016), available at: {https://live-ssmatrix.pantheon.berkeley.edu/research-article/
tips-computational-text-analysis/}, accessed 17 October 2025.

57Kumar Ravi and Vadlamani Ravi, ‘A survey on opinion mining and sentiment analysis: Tasks, approaches and applica-
tions’, Knowledge-Based Systems, 89 (2015), pp. 14–46; Bing Liu, Web Data Mining: Exploring Hyperlinks, Contents, and Usage
Data, 2nd ed. (Springer, 2011); Bing Liu, Sentiment Analysis: Mining Sentiments, Opinions, and Emotions, 2nd ed. (Cambridge
University Press, 2020).

58Finn Arup Nielsen, ‘A new ANEW: Evaluation of a word list for sentiment analysis in microblogs’, Proceedings of the
ESWC2011 Workshop on ‘Making Sense of Microposts’: Big Things Come in Small Packages (2011), pp. 93–8.

59Minqing Hu and Liu Bing, ‘Mining and summarizing customer reviews’, in Proceedings of the ACM SIGKDD International
Conference on Knowledge Discovery & Data Mining (KDD-2004) (2004), pp. 1.

60See Appendix Table A for a detailed list of text search terms.
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Figure 2. MOFA baseline sentiment using Bing.

Figure 3. Global Times baseline sentiment using AFINN.

Figure 4. 4 Global Times baseline sentiment using Bing.

Step 3: We then conduct sentiment analysis on the DIME and non-DIME articles to quan-
tify China’s discussion and reactions to the DIME tools. This creates sentiment scores that can be
compared across DIME tools and to the data source’s baseline. See Figures 7–25.

Step 4: We analyse sentiment variation between DIME and non-DIME articles and across
DIME tools using a series of two-sample t-tests. Statistically significant patterns and differences
are identified. See Tables 2–5.

Step 5: When selecting our list of terms we relied on area studies knowledge, key events (e.g.,
the release of the UN Human Rights Special Rapporteur’s report on Xinjiang), and lessons learned
from previous research to identify specific DIME-related articles. We used qualitative narrative
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Figure 5. People’s Daily baseline sentiment using AFINN.

Figure 6. People’s Daily baseline sentiment using Bing.

analyses to triangulate the results.61 Sentiment analysis does not replace ‘the need for careful and
close readings of texts or otherwise obviate the need for human analysis’.62 This verifies the compu-
tational text and statistical analyses, deepens understanding of how sources discuss various terms,
and can iteratively refine the search terms (specific military exercises, UN resolutions, etc.). This
latter aspect is especially important when testing our methodology on additional countries – lack-
ing an agreed-upon collection of what tools represent which DIME element, qualitative familiarity
with a targeted country assists researchers in determining representative instruments of national
power best suited for analysis by the quantitative tools.

Case study – China
The case study is divided into subsections. It begins with our key findings, then presents data
visualisations examining baseline sentiment in the POSM sources and variation in sentiment
across responses to DIME tools based on the search terms in Table 1 (and their derivatives;
see Appendix Table A). The final subsection reports results from a series of two-sample t-tests
analysing variation in average sentiment (i.e., reactions) between DIME and non-DIME articles
and across DIME tools. We identify several statistically significant variations indicative of strategic
reactions, decision-making, and therefore, opportunities for customised DIME-based deterrence
strategies.

61A narrative analysis is not part of the reported analysis/results because it functioned as a quality control mechanism.
62Justin Grimmer, Margaret E. Roberts, and Brandon M. Stewart, Text as Data: A New Framework for Machine Learning

and the Social Sciences (Princeton University Press, 2022), p. 24.
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Table 2 Two sample t-test results (if only specific DIME tool is identified in article, comparing DIME & non-DIME articles).

N Mean N Mean N Mean

People’s Daily Global Times MOFA

All non-DIME 408,025 4.54 644,276 2.85 1,910 48.13

All Diplomatic 5,229 6.76 7,897 5.32 201 67.66

Difference −2.22 −2.47 −19.53

t-statistic −7.99*** −11.08*** −5.06***
(Satterthwaite’s
degrees of freedom)

(5304.17) (8018.79) (227.98)

All non-DIME 408,025 4.54 644,276 2.85 1,910 48.13

All Information 562 −6.69 1,201 −9.59 1 22

Difference 11.23 12.44 –

t-statistic 15.34*** 20.97*** –
(Satterthwaite’s
degrees of freedom)

(562.17) (1202.61)

All non-DIME 408,025 4.54 644,276 2.85 1,910 48.13

All Military 283 3.85 596 0.624 18 41.28

Difference 0.685 2.23 6.85

t-statistic 0.697 3.38*** 0.622
(Satterthwaite’s
degrees of freedom)

(282.33) (596.05) (17.27)

All non-DIME 408,025 4.54 644,276 2.85 1,910 48.13

All Economic 5,733 0.196 13,547 −1.24 202 39.46

Difference 4.34 4.09 8.67

t-statistic 19.18*** 28.91*** 2.81**
(Satterthwaite’s
degrees of freedom)

(5858.53) (14080.4) (247.74)

*** p≤ 0.001, ** p≤ 0.01, * p≤ 0.05 | Robust standard errors in parentheses

Key findings:

1. The methodology effectively produces baselines that allow us to discover and compare
Chinese government reactions to DIME tools. The baselines and findings are consistent
across two different sentiment analysis tools, plus related statistical analyses.

2. The information tool generates strongly negative reactions. ‘Naming and shaming’ Beijing’s
human rights record and domestic information controls appear to offer powerful options for
attempting to deter the regime.

3. When China discusses military exercises, including those involving the United States and
Taiwan, the average sentiment is less negative in all three sources than for diplomatic and
information tools.

4. China’s MOFA is significantly less negative and more positive (i.e., more ‘diplomatic’) than
state media outlets; this includes both baseline sentiment and sentiment regarding all DIME
search terms except one, as noted below (#5).

5. Starting in 2021, the Chinese MOFA turned very negative when discussing the South China
Sea. In 2021 and 2022, MOFA is more negative on the topic than state media, a rare
occurrence we have not found in previous research on Russia, Iran, or North Korea.63

63Fisher, ‘Testing the important of information control to Pyongyang’; Scott Fisher, ‘Testing the importance of infor-
mation control: How does Russia react when pressured in the information environment?’, Journal of Information Warfare,
18:1 (2019), pp. 23–38; Fisher et al., ‘FOCUSdata’; Juris Pupcenoks, Scott Fisher, and Graig R. Klein, ‘Sentiment shifts and
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Table 3 Summary statistics of standardised sample, 9 April 2009–31 December 2022.

AFINN Summary Statistics

People’s Daily N Mean Std. Dev. Min Max

All 420,108 4.48 15.21 −255 274

US-Related 79,439 5.37 17.89 −255 184

Non-US-Related 340,669 4.28 14.51 −101 274

Global Times

All 668,224 2.76 15.82 −200 232

US-Related 198,620 3.88 17.85 −200 194

Non-US-Related 469,604 2.29 14.85 −119 232

MOFA

All 2,476 47.88 44.69 −97 229

US-Related 997 56.14 54.17 −97 229

Non-US-Related 1,479 42.32 35.91 −33 201

TOTALS

All 1,090,808 3.53 15.88 −255 274

US-Related 279,056 4.49 18.39 −255 229

Non-US-Related 811,752 3.20 14.90 −119 274

6. Beginning in 2020, MOFA dramatically increased the number of English-language articles
released on its website, from dozens to hundreds of articles annually. We see this reflected in
MOFA’s coverage of countries around the world, from the Solomon Islands to Mali. While
additional research is required to understand the purpose of the increase, it could indicate a
growing interest in public diplomacy to advance favoured Chinese narratives and/or counter
undesired English-language narratives.

7. Prior to 2020, negative and very negative sentiments were rare in MOFA articles, with entire
years passing with no negative article sentiment; since 2020, however, negative and very
negative sentiment account for 6–15 per cent of articles annually.

8. 2020 also reflects a clear change in Global Times articles discussing the United States.
From 2009 to 2019, Global Times averaged approximately 4,000 articles per year that
mentioned the United States, with positive outweighing negative sentiment each year.
From 2020 to 2022, the number of articles mentioning the United States dropped to
under 3,000, under 1,800, and under 1,300, respectively, and negative sentiment out-
weighed positive sentiment. Further research is required to better understand these recent
changes.

9. In 2021, the Chinese government suddenly and dramatically increased the use of Xizang
(a Chinese term) instead of Tibet in English-language state media. This name-change has
raised concerns among Tibetan human rights groups.64 Thefinding, while outside our focus,
demonstrates an unexpected capability of the methodology.

a new approach to strategic narratives analysis: Russian rhetoric on Ukraine’, Demokratizatsiya: The Journal of Post-Soviet
Democratization, 32:1 (2024), pp. 85–112.

64C. Krishnasai, ‘Chinese Media Increases Usage of “Xizang” for “Tibet”, Toeing Communist Party Line’, WION
(11December 2023), available at: {https://www.wionews.com/world/chinese-media-increases-usage-of-xizang-for-tibet-toes-
cpcs-line-668576}, accessed 12 June 2024.
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Table 4 Two sample t-test results (if only specific DIME tool is identified in article, comparing US & non-US articles).

N Mean N Mean N Mean

People’s Daily Global Times MOFA

US Diplomatic 1806 4.42 4476 5.39 126 66.63

Non-US Diplomatic 3423 7.99 3421 5.24 75 69.37

Difference −3.56 0.147 −2.74

t-statistic −5.72*** 0.332 −0.383
(Satterthwaite’s
degrees of freedom)

(3016.61) (7682.21) (191.62)

US Information 45 −18.76 182 −14.99 0 –

Non-US Information 517 −5.64 1019 −8.62 1 22

Difference −13.12 −6.36 –

t-statistic −3.88*** −4.06*** –
(Satterthwaite’s
degrees of freedom)

(48.33) (260.77)

US Military 203 3.54 524 0.985 17 34.35

Non-US Military 80 4.65 72 −2.00 1 159

Difference −1.11 2.98 −124.64

t-statistic −0.520 1.67 –
(Satterthwaite’s
degrees of freedom)

(151.09) (100.00)

US Economic 3477 −1.00 10551 −1.27 158 35.87

Non-US Economic 2256 2.04 2996 −1.13 44 52.34

Difference −3.05 −0.132 −16.47

t-statistic −6.67*** −0.410 −2.43*
(Satterthwaite’s
degrees of freedom)

(4882.53) (5175.86) (72.22)

*** p≤ 0.001, ** p≤ 0.01, * p≤ 0.05 | Robust standard errors in parentheses

Baselines
Important to our goal of comparing reactions to the various instruments of national power are
sentiment baselines for each source. Figures 1–6 show, respectively, the results of both AFINN and
Bing sentiment analysis for MOFA (2,607 articles), Global Times (677,532 articles), and People’s
Daily (544,940 articles). The sentiment analysis produces a continuous numerical value, which we
examine in detail below, but for ease of visualisation we group the sentiment scores into a stan-
dard five-point Likert scale: very positive (shown in green), positive (light blue), neutral (grey),
negative (orange), and very negative (red). Positive (light blue) is typically the most common
sentiment.

From the baseline sentiment, we can see that AFINN and Bing return similar results across
all three sources. This is consistent across all search terms, not just with the baselines, and helps
establish the viability and replicability of the sentiment analysis portion of our methodology. It is
also important to note, across both sentiment tools, the very different levels of negative sentiment
(shown in orange in the visualisations above) between theMOFA and state media baselines.This is
consistent with previous research – diplomatic organisations tend to bemore positive, less negative
(i.e., more diplomatic) than state media outlets.65

65Fisher, ‘Testing the important of information control to Pyongyang’, Fisher, ‘Testing the importance of information
control’; Fisher et al., ‘FOCUSdata’; Pupcenoks et al., ‘Sentiment’.
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Table 5 Two sample t-test results (if only specific DIME tool is identified in article).

N Mean N Mean N Mean

People’s Daily Global Times MOFA

Diplomatic 1806 4.42 4476 5.39 126 66.63

Information 45 −18.76 182 −14.99 0 –

Difference 23.18 20.37 –

t-statistic 6.929*** 13.95*** –
(Satterthwaite’s
degrees of freedom)

(46.39) (198.21)

Diplomatic 1806 4.42 4476 5.39 126 66.63

Military 203 3.54 524 0.985 17 34.35

Difference 0.886 4.40 32.28

t-statistic 0.684 5.66*** 3.09**
(Satterthwaite’s
degrees of freedom)

(294.93) (733.06) (28.03)

Diplomatic 1806 4.42 4476 5.39 126 66.63

Economic 3477 −1.00 10551 −1.27 158 35.87

Difference 5.43 6.65 30.76

t-statistic 8.84*** 19.13*** 4.98***
(Satterthwaite’s
degrees of freedom)

(2870.89) (7044.34) (217.74)

Information 45 −18.76 182 −14.99 0 –

Military 203 3.54 524 0.985 17 34.35

Difference −22.29 −15.97 –

t-statistic −6.36*** −10.01*** –
(Satterthwaite’s
degrees of freedom)

(55.68) (276.67)

Information 45 −18.76 182 −14.99 0 –

Economic 3477 −1.00 10551 −1.27 158 35.87

Difference −17.75 −13.72 –

t-statistic −5.36*** −9.55*** –
(Satterthwaite’s
degrees of freedom)

(44.68) (185.65)

Military 203 3.54 524 0.985 17 34.35

Economic 3477 −1.00 10551 −1.27 158 35.87

Difference 4.54 2.25 −1.52

t-statistic 3.75*** 3.08** −0.158
(Satterthwaite’s
degrees of freedom)

(227.29) (577.80) (20.53)

***p≤ 0.001, **p≤ 0.01, *p≤ 0.05 | Robust standard errors in parentheses

By comparing against these baselines, we begin determining what (if any) reactions the var-
ious DIME tools have generated from Beijing. Global Times and People’s Daily most frequently
discuss DIME tools in the following order, from most to least: economic, military, diplomatic,
and information.MOFA, perhaps not unexpectedly, primarily addresses diplomatic activities, then
economic and military; it rarely addresses information activities. We examine the DIME tools and
key findings in D – I – M – E order and provide select visualisations (for space considerations)
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and descriptive summaries of our data to help explain the findings. Our data is available to other
researchers.

There are similarities between the information and diplomacy tools (both exemplify non-
coercive means of influence, involve strategic messaging, seek to reinforce the messages/impact
from other tools, and aim to advance a positive image of the state), but there are notable differ-
ences that warrant looking at these tools as separate means of power. Information activities are not
necessarily conducted by state officials, can be more indirect than diplomatic communication, can
target both foreign governments and populations, are less formalised, and can include grey-zone
activities.

Diplomatic
China is generally positive in terms of theUnitedNations, but there are several UN-related terms or
activities that create a clear increase in negative sentiment. China is consistently critical of certain
diplomatic efforts related to human rights when discussing them in POSM. For example, Figure 7
shows the consistently negative sentiment when discussing the United Nations and human rights
in People’s Daily. The only year with positive sentiment outweighing negative is 2018, when China
successfully passed a UN Human Rights Council resolution, ‘which set out to replace the idea of
holding states accountable […] and which omitted a role for independent civil society in HRC
[Human Rights Council] proceedings’.66

When focused specifically on the UN special rapporteur’s criticism of China’s human rights
practices in Xinjiang, the reaction is much more negative than the baselines, as seen in Figures
8–10. Note the appearance of very negative (red) sentiment, compared to its relative absence in the
baseline visualisations in Figures 1–6.

In addition to the UN special rapporteur’s investigation and report, both the UN and US
Congress have over the years released reports (UN) and expressed criticisms (UN and US) of
China’s human rights policies specifically regarding Uyghurs.67 Beijing’s responses to criticisms
of its ‘Uyghur human rights policy’ are consistently negative across all three sources.68

Finally, we note a recent change: starting in 2021, ChineseMOFA sentiment regardingmentions
of the South China Sea turned very negative. Of the 2,607 articles from 2000 to 2022 in our Chinese
MOFA database, only forty-eight are classified as ‘very negative’ and thirteen (27 per cent) of them
are from 2021 and 2022 and mention the South China Sea. This is a significant outlier from the
baseline. Additional research is required to better understand this finding.

Information
China appears to be quite sensitive to information tools. In both theGlobal Times andPeople’s Daily,
articles discussing international NGO reports naming and shaming China’s human rights practices
generated the most negative average sentiment across DIME tools.69 MOFA rarely discusses the
information-related search terms (n = 2) and thus our discussion, and subsequent analyses, are

66Sophie Richardson, China’s Influence on the Global Human Rights System (Brookings Institution, 2020), p. 2, available at:
{https://www.brookings.edu/wp-content/uploads/2020/09/FP_20200914_china_human_rights_richardson.pdf}, accessed 17
October 2025.

67For an example from the United Nations, ‘China: UN Experts Deeply Concerned by Alleged Detention, Forced Labour
of Uyghurs’, Office of the High Commission for Human Rights (March 2021), available at: {https://www.ohchr.org/en/press-
releases/2021/03/china-un-experts-deeply-concerned-alleged-detention-forced-labour-uyghurs}, accessed 17 October 2025;
and for the U.S. Congress, ‘Uyghur Human Rights Policy Act of 2020’, available at: {https://www.congress.gov/116/plaws/
publ145/PLAW-116publ145.pdf}, accessed 17 October 2025.

68There are several transliterations/spellings in English of ‘Uyghur’; we used the spellingmost common in the three Chinese
sources.

69These are in addition to the human rights criticisms examined above (under Diplomacy) that focused on UN references
and specific Uyghur policies. While these could be a combination of the diplomatic and information components of DIME,
we try to differentiate between the two by delineating between UN and NGO.
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Figure 7. Number and sentiment of People’s Daily articles referencing UN [United Nations] Human Rights, 2007–2022.

Figure 8. Number and sentiment of MOFA articles referencing UN special rapporteur, 2017–2022.

restricted to Global Times and People’s Daily. Naming and shaming seems to sting. Especially in
authoritarian regimes, government decisions to respond strongly to critiques articulated by NGOs
likely indicates that the government seesNGOs as influential enough to challenge the government’s
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Figure 9. Number and sentiment of Global Times articles referencing UN special rapporteur, 2009–2022.

Figure 10. Number and sentiment of People’s Daily articles referencing UN special rapporteur, 2007–2022.

legitimacy or control70 and that such narratives can have mobilising appeal among the
masses.71

Figures 11 and 12 highlight China’s reactions to Reporters Without Borders, a non-
governmental organisation (NGO) focusing on international press freedom. Its reports and rank-
ings regularly irritate authoritarian states and,matching previous research by the authors on Russia

70Christian Davenport, State Repression and the Domestic Democratic Peace (Cambridge University Press, 2007).
71Gary King, Jennifer Pan, and Margaret E. Roberts, ‘How censorship in China allows government criticism but silences

collective expression’, American Political Science Review, 107:2 (2013), pp. 1–18.
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Figure 11. Number and sentiment of Global Times articles referencing Reporters Without Borders, 2009–2022.

Figure 12. Number and sentiment of People’s Daily articles referencing Reporters Without Borders, 2007–2022.

and North Korea, we find the same negativity in Beijing.72 Global Times and People’s Daily changes
from the predominantly positive baseline; negativity jumps from baselines of 37.7 per cent and
34.6 per cent to 86.3 per cent and 86.1 per cent, respectively.

Freedom House, a similar NGO focused on freedom of expression and information access, also
regularly criticises Beijing’s control of its domestic information environment.

72Fisher, ‘Testing the important of information control to Pyongyang’, Fisher, ‘Testing the important of information control’;
Fisher et al., ‘FOCUSdata’.
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Figure 13. Number and sentiment of People’s Daily articles referencing Human Rights Watch, 2007–2022.

China’s authoritarian regime has become increasingly repressive in recent years. The ruling
Chinese Communist Party (CCP) continues to tighten control over all aspects of life and gov-
ernance, including the state bureaucracy, the media, online speech, religious practice, universities,
businesses, and civil society associations.73

While the effect is not as strong as reactions to Reporters Without Borders, Freedom House still
produces variation from the baseline. Global Times and People’s Daily negativity jumps from the
37.7 per cent and 34.6 per cent baselines to 62.3 per cent and 41.7 per cent negative, respectively.
Reports from a similar NGO, Human Rights Watch, produce a similar negative effect, as shown
in Figure 13.

The term ‘US propaganda’, unsurprisingly, also produces a negative swing. In Global Times and
People’s Daily (a small sample, N = 6), negativity jumps from the 37.7 per cent and 34.6 per cent
baseline to 70.2 per cent and 66.7 per cent negative, respectively.

Military
Rather surprisingly, when China discusses competitor/adversary (US, Taiwanese) military exer-
cises, the average sentiment is less negative in all three sources than for diplomatic and information
tools. For authoritarian states including China, somemilitary activities (e.g., border adjacent train-
ing exercises) conducted by adversaries may in fact benefit regime leadership by supporting state
narratives of outside threats that require public sacrifice and increased support for the political
leadership. This aligns with previous research by the authors on authoritarian states including
NorthKorea74 andRussia.75 Another potential explanation is that Chinese official discoursemay be

73Freedom House, Freedom in the World 2023: Marking 50 Years in the Struggle for Democracy, available at: {https://
freedomhouse.org/report/freedom-world/2023/marking-50-years}, accessed 31 July 2025.

74Fisher, ‘Testing the importance of information control to Pyongyang’.
75Fisher, ‘Testing the importance of information control’; Pupcenoks et al., ‘Sentiment’; Juris Pupcenoks and Graig R. Klein,

‘Using lies and disinformation, Putin and his team have been building the case for a Ukraine invasion for 14 years’, The
Conversation (5 April 2022), available at: {https://theconversation.com/using-lies-and-disinformation-putin-and-his-team-
have-been-building-the-case-for-a-ukraine-invasion-for-14-years-179335}, accessed 17 October 2025; Juris Pupcenoks and
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Figure 14. Number and sentiment of Global Times articles referencing Ulchi, 2009–2022.

deliberately moderate in its tone towards military exercises to project an image of strategic compo-
sure and control – both at home and abroad. It may also reflect a view that such events are routine
and are to be expected – as opposed to, for example, less predictable andmore provocative critiques
by non-state actors. Or Chinese officials may prioritise the use of non-information tools (e.g., mili-
tary or economic) when responding to military deterrence activities. These interpretations suggest
that deterrence through military signalling may produce more complex effects in authoritarian
regimes than commonly assumed.

On average, China’s sentiment is positive when POSM references the military search terms in
Table 1. The reactions to these exercises are more negative than to the other military terms but
are overall less negative than diplomatic and information activities. The exceptions are US mil-
itary exercises with South Korea and Taiwanese exercises that the US military occasionally, but
not always, attends. We look at those two examples: US and South Korean exercises (variously
named Ulchi Freedom Shield, Ulchi Freedom Guardian, and Ulchi Focus Lens), and Taiwan’s Han
Kuang exercises. The Taiwanese exercises typically involve only domestic forces, but in 2020 US
forces attended: ‘neither Washington nor Taipei having officially acknowledged the presence of
U.S. troops in Taiwan for more than 40 years, military exchanges between the two were a regular
occurrence before COVID-19 […] Observers from Washington were invited for Taiwan’s yearly
Han Kuang military exercises.’76

For the Ulchi exercises, see Figures 14 and 15; Global Times and People’s Daily negativity jumps
from 37.7 per cent and 34.6 per cent baselines to 54.4 per cent and 51.1 per cent negative, respec-
tively. Han Kuang exercises, Figures 16 and 17, result in Global Times and People’s Daily negativity
jumping from 37.7 per cent and 34.6 per cent baselines to 62.9 per cent and 75.0 per cent negativity,

Graig R. Klein, ‘First Georgia, then Ukraine: How Russian propaganda justifies invasion’, The Journal of Carnegia Council for
Ethic in International Affairs (9 March 2022), available at: {https://www.ethicsandinternationalaffairs.org/online-exclusives/
first-georgia-then-ukraine-how-russian-propaganda-justifies-invasions}, accessed 17 October 2025.

76John Feng, ‘Taiwan admits U.S. troop exercise for first time in 40 years amid growing China Threat’, Newsweek
(10 November 2020), available at: {https://www.newsweek.com/us-marines-covert-training-operation-taiwan-defense-
troops-1546213}, accessed 17 October 2025.
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Figure 15. Number and sentiment of People’s Daily articles referencing Ulchi, 2007–2022.

Figure 16. Number and sentiment of Global Times articles referencing Han Kuang, 2009–2022.

respectively. Note the attenuated differences compared to the information tools examined above;
Beijing’s negativity increases were larger when reacting to information tools.

Beijing’s public messaging reactions are more negative when targeted by criticisms of its human
rights and press freedom policies than when faced with Taiwanese military exercises – specifically
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Figure 17. Number and sentiment of People’s Daily articles referencing Han Kuang, 2007–2022.

including iterations of those exercises that involve the US military. This is an important finding
for both policymakers and deterrence theorists. China’s overall lukewarm POSM response to mil-
itary exercises is not atypical. Though it requires further research, our initial interpretation is that
authoritarian states, through their POSM, respond less negatively than expected to nearby mili-
tary exercises held by competitors because they actually align with regime narratives of external
threats and help produce a ‘rally around the flag/leadership’ effect. The exercises, in essence, may
contribute to preferred regime threat narratives; we discuss this further at the conclusion of the
paper.

Economic
As seen in Figures 18–21, there is a significant increase in the frequency Huawei is discussed start-
ing in 2018, as the United States first considers, then imposes, sanctions. Following the sanctions,
Huawei appears more frequently in MOFA’s lexicon, which bucked precedent by using negative
and very negative sentiment at a much higher rate (20.3 per cent) than in the baseline data (7.2 per
cent). China clearly countered discussions regarding Huawei with its own messaging. This pro-
vides potential lessons for policy discussions regarding TikTok and other Chinese entities facing
US, European, or other sanctions or restrictions.

Searching on ‘Huawei’ returned many articles, so we narrowed the search to include ‘section
889’, the provision in the 2019 US National Defense Authorization Act sanctioning Huawei.77 This
greatly narrows the scope of articles. Global Times is the only source that mentions ‘section 889’

77Section 889 from the U.S. 2019 National Defense Authorization Act (NDAA) (P.L. 115–232) is the provision first
limiting US government purchases of Huawei equipment; Jill C. Gallagher, ‘U.S. Restrictions on Huawei Technologies:
National Security, Foreign Policy, and Economic Interests’, Congressional Research Service (5 January 2022), available at:
{https://www.everycrsreport.com/files/2022-01-05_R47012_65c5c54827b8fef912a19079f10e144b3b88d009.pdf}, accessed 17
October 2025.
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Figure 18. Number and sentiment of Global Times articles referencing Huawei, 2009–2022.

Figure 19. Number and sentiment of People’s Daily articles referencing Huawei, 2007–2022.

(see Figure 21), and the sentiment is more commonly negative than when searching on ‘Huawei’
alone.

We also examined the general term ‘economic sanctions’, including during periods contain-
ing specific new applications of US sanctions on China. Overall, sentiment regarding economic
sanctions was more negative than positive. In Figures 22 and 23, Global Times and People’s Daily
negativity increased from37.7 per cent and 34.6 per cent baselines to 52.7 per cent and 54.4 per cent
negativity, respectively. In Figure 24, MOFA negative and very negative both increase to 13.0 per
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Figure 20. Number and sentiment of MOFA articles referencing Huawei, 2014–2022.

Figure 21. Number and sentiment of Global Times articles referencing section 889 (Huawei Sanction).

Figure 22. Number and sentiment of Global Times articles referencing economic sanctions, 2009–2022.

cent from 5.4 per cent and 1.8 per cent baselines, respectively, and positive sentiment decreases
from an 87.2 per cent baseline to 69.6 per cent. Despite these changes, economic-focused terms
induced less negative variation from the baselines than the other DIME tools.

Global Timeswas the only source that used the term ‘treasury sanctions’ (which contains amore
specific US focus than other terms), with three articles in 2016 and one article in 2018. All were
negative, but the small sample size obviates any claims to a finding.
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Figure 23. Number and sentiment of People’s Daily articles referencing economic sanctions, 2007–2022.

Figure 24. Number and sentiment of MOFA articles referencing economic sanctions, 2014–2022.

Statistical analyses
We conduct a series of two-sample t-tests to analyse whether there are statistically significant vari-
ations in China’s POSM reactions to, between, and across DIME tools. All tests use an unequal
variance specification to account for variations or imbalances in the number of observations for
different DIME search terms within each data source. We report analyses and results using the
AFINN sentiment scores because of space limitations (see Appendix D for replication using Bing
sentiment scores). Analysing average sentiment provides a nuanced and sensitive measurement of
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China’s reactions. For example, placing documents into positive andnegative buckets requires strict
and inflexible boundaries distinguishing the two categories, but differences in sentiment between
these two buckets could be (theoretically) as small as 0.1 or as large as 75.0. Descriptive statistics
are provided in Appendix Table B.

First, to standardise interpretation across the three POSM sources, we restrict the temporal
domain to the shared time period, 9 April 2009–31 December 2022. We split the sample based
on whether an article includes DIME tool search terms and then by the specific DIME tool. Some
articles include multiple search terms or DIME tools. This could influence the analysis because it
risks double-counting or including an article as both diplomatic and information. To avoid this, we
only compare articles that include one DIME tool. For example, the article only mentions diplo-
matic search terms. As a result, the sample shrinks to 1,090,808 POSM articles across the three
sources. We conduct analyses using this sample.78

As shown in Table 2, we find statistically significant differences in average sentiment when com-
paring articles that discuss DIME tools to ones that do not. In People’s Daily, Global Times, and
MOFA, compared to non-DIME sentiment, China’s average diplomatic sentiment is 48.9 per cent,
86.7 per cent, and 40.6 per cent higher (p≤ 0.001) and economic sentiment is 95.6 per cent, 143.5
per cent, and 18.0 per cent lower (p ≤ 0.001 and p ≤ 0.01), respectively. And, in all three sources,
military sentiment is consistently lower than non-DIME sentiment, but the difference (78.1 per
cent) is only statistically significant (p≤ 0.001) inGlobal Times. Information sentiment is 247.4 per
cent and 436.5 per cent lower (p ≤ 0.001) than non-DIME sentiment in People’s Daily and Global
Times, respectively.79 Even though several of the diplomatic search terms are associated with con-
frontational or negative Chinese policies, when China discusses these topics, it uses, on average, a
more positive sentiment then when discussing other issues.

Next, we split the sample into US-related articles and non-US-related articles (Table 3).80 Two
patterns emerge. First, China’s average sentiment in the US-related articles is consistently higher
(more positive) than in the non-US-related articles. Second, variation in China’s sentiment is larger
when discussing the United States as seen in the larger standard deviations and negative scores in
the minimum column. It appears China is ‘nicer’ when talking about the United States compared
to a global sample, but China is also willing to be far more negative.

To isolate China’s reaction to US DIME tools we compare average sentiment between articles
that mention the United States and a DIME tool and all non-DIME articles. The results are similar
to the original analysis and are found in Appendix Table C1; we summarise the findings here.
Diplomatic sentiment in Global Times and MOFA US-related articles is 89.1 per cent and 38.4
per cent more positive (p ≤ 0.001), respectively, compared to non-DIME articles. Information
sentiment in People’s Daily andGlobal Times is 513.2 per cent and 625.7 per cent lower (p≤ 0.001),
respectively, in US articles compared to non-DIME articles. In People’s Daily, Global Times, and
MOFA, economic sentiment in US-related articles is 122.0 per cent, 144.6 per cent, and 25.5 per
cent lower (p ≤ 0.001) than sentiment in non-DIME articles. And again, military sentiment in
US-related articles is slightly lower than in non-DIME articles but is only statistically significant
(p ≤ 0.05) in Global Times (65.4 per cent). China is no longer consistently more positive toward
the United States than the rest of the world when DIME tools are incorporated into the analysis.

We further restrict the analysis and compare sentiment between US DIME articles and US
non-DIME articles. Statistically significant results are summarised here; complete results are in
Appendix Table C2. People’s Daily, Global Times, andMOFA information (426.3 per cent, 457.8 per
cent, respectively, p≤ 0.001), military (38.4 per cent, 76.5 per cent, 48.9 per cent, p≤ 0.05–0.001),

78We conduct analyses on the full sample and compare each source’s DIME tool sentiment to baseline sentiment. Discussion
of the results is in the Appendix.

79As previously mentioned, the MOFA rarely spoke about the information search terms. When we restrict the sample to the
shared time period, MOFA data includes one reference to the information search terms, and as seen in Table 3, the reference
is not about the United States.

80Weprovide summary statistics for the complete sample of 1,225,056 articles inAppendix Table B. It shows similar patterns.
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and economic (117.4 per cent, 130.3 per cent, 46.6 per cent, p≤ 0.001) sentiment is lower compared
to US non-DIME articles. In this US subset, diplomatic sentiment is now 23.1 per cent (p ≤ 0.01)
lower in People’s Daily and is 28.6 per cent higher in Global Times compared to US non-DIME
articles.

Next, we compare average sentiment in US DIME and non-US DIME articles. The results in
Table 4 show China tends to be less positive, and sometimes uses negative sentiment, when dis-
cussing US DIME tools. People’s Daily non-US diplomatic, information, and economic sentiment
is 80.8 per cent, 69.9 per cent, and 304.0 per cent higher (p ≤ 0.001), respectively, compared to
when discussing the United States. InGlobal Times only non-US information sentiment is 42.5 per
cent higher (p ≤ 0.001) compared to US DIME sentiment. And in MOFA only non-US economic
sentiment is 45.9 per cent higher (p ≤ 0.05). There are no statistically significant difference com-
paring US and non-US military sentiment, which suggests that China may maintain a consistent
interpretation and reaction to any country, or adversary’s, military posturing and policies.

We also analyse sentiment scores across DIME tools within theUS article set. Table 5 reports the
results and shows several statistically and substantively significant differences in China’s reactions
to US DIME tools. China reacts negatively to information and economic tools but not military
tools (remains on the positive side of the sentiment scale). In People’s Daily andGlobal Times, aver-
age information sentiment is lower (p ≤ 0.01) than diplomatic (524.4 per cent, 378.1 per cent,
respectively), military (629.9 per cent, 106.6 per cent), and economic (94.7 per cent, 91.5 per cent)
sentiment. US economic tools also generate a lower average sentiment than diplomatic andmilitary
tools in People’s Daily (122.6 per cent, 128.2 per cent, p ≤ 0.001) and Global Times (123.6 per cent,
228.9 per cent, p≤ 0.01–0.001). MOFA economic sentiment is 46.2 per cent lower (p≤ 0.001) than
diplomatic sentiment. Across all three sources, diplomatic tools consistently generate the highest
(most positive) sentiment. Perhaps most interesting, when discussing traditional force projection
and deterrence military tools, sentiment remains positive in all three sources. While military sen-
timent is lower (p < 0.01–0.001) than diplomatic sentiment in Global Times (81.7 per cent) and
MOFA (48.4 per cent) the analysis suggests that the routineness of traditional force projection does
not trigger extreme variation in sentiment.

We expanded the sample to compare articles that contain combinations of codes. This accounts
for multiple DIME tools being wielded simultaneously. For example, we compare documents with
only diplomatic, diplomatic and information, diplomatic and military, and diplomatic, informa-
tion, and military to documents with only economic, economic and information, economic and
military, and economic, information, and military. Considering combinations of DIME tools may
provide stronger and more realistic policy recommendations and assessment of force projection
and foreign policy. Investigating DIME combinations highlights the robustness of our preceding
methodology because in our all-articles, restricted shared time period, and US-related article sets,
97.1 per cent, 96.9 per cent, and 95.7 per cent, respectively, are single DIME tool articles – mean-
ing they only include diplomatic, information, military, or economic search terms. When multiple
DIME search terms are included, the most frequent combination is diplomatic–economic (see
Appendix Table C4). In the final series of analyses, we consider all combinations of DIME tools
and compare China’s sentiment in articles discussing, for example, diplomatic–information and
diplomatic–military–economic. Though we risk double-counting, the results support and nearly
mirror the more restrictive primary analysis (see Appendix Table C5).

Information and military or economic search terms do not appear in combinations together
but do appear in combination with diplomatic search terms. We find some statistically significant
difference in China’s sentiment, but we hesitate to draw strong conclusions from the two-sample
t-test analyses because the variation in the number of observations is quite large. We consider the
statistically significant results as support for the preceding primary analyses. We continue to find
that information tools (information search terms only or when present with other search terms)
consistently, and often statistically significantly, elicit a more negative reaction, on average, than
diplomatic, military, and/or economic tools (and combinations of these tools). We also find that
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the combination of diplomatic and economic tools results in lower average sentiment than when
either term appears independently; but this is not always a statistically significant relationship.

Discussion
When examining Chinese POSM, we find that Beijing reacts more negatively to information tools
(NGO reports on censorship or restrictions on internet access) than to diplomatic, military, or
economic tools and the difference in average sentiment is consistently statistically significant.
Explanations for why China reacts so negatively to the ‘I’ in DIME are under-theorised. One pos-
sible answer is that China responds to information activities in the information space, that is, in
the same domain, and thus does not prioritise the use of information when targeted by adversarial
economic or military actions. Beijing might prioritise economic/trade responses to adversarial use
of economic statecraft (sanctions, tariffs, etc.) or military responses to military exercises by adver-
saries.81 While this explanation is plausible, we cannot draw definitive conclusions in the absence of
empirical studies that comparatively examine Chinese cross-domain reactions to a specific instru-
ment used by an adversary. We draw on recent deterrence and Russia-focused scholarship to offer
possible alternative explanations.

First, China recognises that in the contemporary international system, information tools are
increasingly important for achieving objectives. In a world characterised by a complex media ecol-
ogy, ‘victory may sometimes depend not on whose army wins, but on whose story wins’.82 As noted
at the paper’s outset, China regards information as the primary currency of international power in
the information age; this includes deterrence concepts that see information as an instrument of
conflict, and information dominance as a central focus in future wars.83 To succeed – to achieve
information dominance – a nationmust be capable of both successfully conducting offensive infor-
mation operations and demonstrating an ability to defend one’s own information resources.84 Our
findings of heightened sensitivity to information challenges, like the NGO reports criticising cen-
sorship, may reflect Beijing’s concerns about defending its own information resources and serve
as a public, English-language warning to NGOs and others attempting to affect that control. Put
differently, China’s strong reaction to information toolsmay serve as indicators, warnings, and con-
firmation of Beijing’s own deterrence strategy and views on the power of information – a country
practicing what it is preaching.

Second, authoritarian regimes show a greater sensitivity to information activities as they may
threaten regime legitimacy and survival. While economic and military threats present more obvi-
ous externalmaterial challenges, information threats often target the regime’s institutions and belief
systems, including narratives about what is legitimate and illegitimate, the building blocks of his-
tory and national identity, and may seek to spur collective action to seek change.85 For example,
Russia portrays Western anti-Russian information operations as ‘western political warfare […]
more of a menace for the Kremlin than nuclear or conventional threats’.86 Adamsky’s research
may be generalisable to other authoritarian regimes due to the perceived threat that information
operations can pose to socio-political systems that rely on information control to ‘protect’ the pop-
ulace and preserve the status of those in power. Our findings may be illustrating authoritarian

81We are grateful to an anonymous reviewer for raising this point.
82Joseph S. Nye, ‘The information revolution and soft power’, Current History, 113:759 (2014), pp. 19–22; Joseph S. Nye,

‘Soft power and public diplomacy revisited’, The Hague Journal of Diplomacy, 14 (2019), pp. 7–20 (p. 10); John Arquilla and
David Ronfeldt, ‘The emergence of neopolitik: Toward an American information strategy’, Rand Corporation (1999), available
at: {https://www.rand.org/pubs/monograph_reports/MR1033.html}, accessed 11 November 2025.

83Chase and Chan, ‘China’s evolving approach’; Cheng, ‘An overview’.
84Cheng, ‘An overview’.
85King et al., ‘How censorship’.
86Dmitry Adamsky, ‘Quo Vadis, Russian deterrence? Strategic culture and coercion innovations’, International Security, 49:3

(2025), pp. 50–83 (p. 82).
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concerns about outside threats to information control promoting ‘colour revolutions’ capable of
regime change.

Furthermore, information control can influence the ‘rally around the flag’ effect. Adversaries
conductingmilitary exercises near a state’s border, imposing sanctions, or exerting diplomatic pres-
sure all offer fertile soil for authoritarians hoping to harness outside threats to increase domestic
support – to rally the people around their leader. Again, recent Russia-focused scholarship offers
insights, highlighting Putin’s promotion of external threats (while presenting himself as a mod-
erate) to help ensure public support.87 The loss, or threatened loss, of censorship and information
control do not offer the same opportunities to generate rallies. Instead, the loss of information con-
trol may undermine previously successful efforts to rally citizens based on threats from other tools
of statecraft. Seen through this lens, information tools, specifically those that reduce a state’s abil-
ity to control information, appear to offer capabilities unavailable with other tools. Our findings of
Chinese sensitivity to outside informationmay be serving as an indicator of information’s ability to
both obviate the rally around the flag effect and undermine any previous/existing effects created by
other tools; Beijing’s English-language negativity here can be seen as an illustration of this ability.

Fourth, being targeted by information tools may generate greater threat perception because this
tool can be more indirect, amorphous, and less predictable than overt D-M-E tools. Information
tools, and resulting threats, are harder to counter than traditional diplomatic or economic tools that
can be countered in a reciprocal manner. Information operationsmay bemore capable of targeting
both the government and the population and operating in the grey area between diplomacy and
covert warfare. Authoritarian states like China, with government-controlled domestic information
environments, may also see themselves as comparatively vulnerable to foreign information opera-
tions, especially those that decrease such control. In this strategically ambiguous space, actors can
deploy narrative and technological means to shape the information environment of the targeted
state without crossing the thresholds that typically define coercive diplomacy, economic sanctions,
or acts of war. Authoritarian regimes in particular aim to project an image of strategic composure
and control – which may lead them to perceive a heightened threat from less predictable and more
provocative critiques by state and non-state actors via information tools.88

All, some, or none of these alternate explanations for our findings may be present in Beijing’s
strongly negative reactions to information tools. In overall deterrence terms, whichever explana-
tion(s) are salient, it suggests that China’s responses could be an intentional signalling mechanism
aimed to deter future use of information tools.

Perhaps as surprising as the power of information tools was the lack of sentiment change when
discussing military tools. The POSM analyses suggest that the routineness of traditional force pro-
jection does not trigger intense reactions or changes in sentiment. For example, signalling that the
activities are exercises and not a prelude to invasion, along with their routineness and lack of key
indicators,89 appears to be effective at mitigating a rise in tensions. These findings require further
research but provide contributions to the study of signalling, ‘cheap talk’, hand tying, and related
concepts.

Conclusion
As concepts of deterrence and warfare have evolved to include a broader range of tools and a
wider spectrum of conflict, analytical frameworks and assessment tools have not kept pace. Our
methodology addresses this gap by providing the ability to use POSM to analyse non-military
deterrence tools, and the ability to conduct this analysis across the spectrum of conflict. These

87Henry E. Hale and Adam C. Lenton, ‘Do autocrats need a foreign enemy? Evidence from fortress Russia’, International
Security, 49:1 (2024), pp. 9–50.

88Davenport, State Repression and the Domestic Democratic Peace; King et al., ‘How censorship’.
89For example, analysts in China, Russia, and elsewhere can examine the number of medical units and personnel involved,

or the amount of ordnance prepared, to assess whether the activity is likely to represent an exercise or an invasion, given the
much higher requirements for medical capabilities and ordnance for an invasion than for an exercise.
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contributions are particularly applicable for scholars working on the fourth generation of deter-
rence theory. While the DIME framework is applicable for our methodology, among our findings
was the power of a combination of tools, including information and diplomacy. This highlights
the importance of measurement tools flexible enough to conduct assessments across a range of
domains and spectrums of conflict.

For policymakers attempting to assess the effectiveness of the tools of statecraft, our findings
and POSM methodology offer a path to testable insights into which tools are likely to be most
(in)effective in generating public negativity when targeting a particular state, including during
periods of competition rather than conflict.This insight applies whether policymakers are attempt-
ing to measure possible effects under Chinese, US (integrated deterrence), or other concepts and
frameworks.

Our process, using computational text analysis, algorithms, and data visualisation to anal-
yse POSM’s large datasets, offers technologists a pathway for creating an AI capable of rapidly
conducting analysis relevant to deterrence and international security.

The case study offers support to our goals of producing a methodology capable of determin-
ing a country’s baseline sentiment and then measuring for statistically significant variations from
that baseline tied to a state’s reaction to the instruments of national power (even when wielded by
NGOs). We look forward to other scholars testing our findings and methodology, using our data
or their own. We also note the focus on authoritarian states; the utility of the methodology for
democratic states remains unexplored.

If our finding is unique to authoritarian states, as we suspect, it offers promise for democratic
state complaints regarding authoritarian interference in their elections and information environ-
ments – democratic states could harness their own information tools or work with NGOs of the
type examined here to deter or punish such authoritarian behaviour. However, the Trump admin-
istration’s March 2025 decision to give up many US information capabilities may signal a lower
likelihood of this occurring in the near term, or a decision to securitise information tools for use
through primarily military and/or intelligence channels. Separately, as satellite internet becomes
more widely available worldwide, people’s ability to circumvent authoritarians’ information con-
trols (which largely operate through domestic internet service providers) are likely to grow.90 This
technological change should increase the saliency of our findings.

Finally, we acknowledge there may be elements of deception, or mis-/disinformation within
the data. However, the breadth and temporal scope of the data, plus the ongoing, iterative qual-
ity checking and triangulating qualitative analyses, help mitigate against a loss of explanatory
power. In our previous research, we found a coordinated campaign across Russian POSM rele-
vant to these findings.91 Initially, Russian outlets responded similarly to their Chinese counterparts
when criticised over censorship or restrictions on internet access; however, in the late 2000s the
Russian response changed – negativity levels decreased. A qualitative examination revealed a pivot
in Russian discussions of the information-related criticisms. Rather than discussing Russian per-
formance on related NGO reports, Moscow highlighted first Georgia’s poor performance, then
poor US performance in the early 2010s, then poorUkrainian performance from 2014.Thus, while
elements of deception ormis-/disinformation activities are likely to appear in the data, careful anal-
ysis, in addition to the breadth and temporal scope of the data, can be employed to uncover and
mitigate harm to the overall findings.

90Michael Schwille and Scott Fisher, ‘Satellite internet services – Fostering the dictator’s dilemma?’, RAND Corporation
(12 April 2021), available at: {https://www.rand.org/pubs/commentary/2021/04/satellite-internet-services-fostering-the-
dictators.html}, accessed 17 October 2025; Christopher Culver, ‘Authoritarians’ Achilles’ Heel: Leveraging Space-Based
Internet to Seize Competitive Initiative’, Modern War Institute at West Point (22 April 2025), available at: {https://mwi.
westpoint.edu/authoritarians-achilles-heel-leveraging-space-based-internet-to-seize-competitive-initiative/}, accessed 17
October 2025.

91Fisher et al., ‘FOCUSdata’; Fisher et al. ‘Answering’.
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Supplementary material. The supplementary material for this article can be found at https://doi.org/10.1017/eis.2025.
10021.
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